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What Makes A Strong Password?
And Why Do I Need One?

Think about some of your private 
accounts right now. Chances are that 
you have an email account, social media 
accounts, bank account and more that are 

all password protected. Do you share passwords 
across different accounts, and are your passwords 
strong enough to keep cybercriminals away from 
your private information? If not, it might be time 
to evaluate.

Passwords offer the first line of defense when 
someone tries to access your sensitive information. 
Without passwords, anyone could gain access to 
your social media account, which could provide 
them with personal information that could be used 
to harm you. Even worse, bank accounts would 
be easily accessible to cybercriminals hoping to 
rob you of your funds.  

While many personal accounts are password-

protected, your business accounts also need to be 
properly secured. But this doesn’t just exclusively 
apply to you – it needs to be understood on a 
company-wide level. Every employee needs to use 
passwords to keep sensitive business information 
secure. Think about the damage a cybercriminal 
could do to your business if they gained access. 
They would permanently damage your business’s 
reputation while also putting your employees’ and 
customers’ private information at risk.

However, it’s not enough to simply put a password 
in place. The passwords you choose need to be 
complex. But what makes a password complex? A 
complex password will utilize a mix of uppercase 
and lowercase letters, numbers, punctuation, 
and special characters. Additionally, your 
password should not be related to any personal 
information, nor should you use dictionary words. 
Your password should be incredibly difficult for 
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someone to guess, even if they know you well, 
but you also need to ensure that your password 
is something you can remember.

But even with a complex password, it’s likely still 
not enough protection. Each of your accounts 
and devices  should have a unique password that 
hasn’t been used anywhere else. If you use the 
same password across all accounts and devices, 
you’re opening yourself up to an extreme cyber-
attack if one of your accounts is compromised. 
All a cybercriminal needs to do is hack your 
Facebook page, and they will have the password 
for your bank accounts and email.

You might think that it’d be impossible to 
remember so many different complex passwords, 
but software is available that can help. The best 
way to keep track of your passwords is to use a 
password manager. With a password manager, 
you only have to remember one master password, 

and the software keeps track of the rest. It will 
even help you create complex passwords for your 
different accounts to ensure that your information 
is as protected as possible.

If you oversee a team of employees, then it’s 
vital that they understand why creating strong 
passwords is so important. Your team should have 
training on cyber security practices, including 
information on creating  passwords. If just one 
employee fails to create a complex and unique 
password, it could open you up to a cyber-attack.

Creating strong passwords does not have to be 
difficult. If you’re struggling to remember or create 
strong passwords, use a password manager. 
Strong passwords will help keep your sensitive 
information protected.
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“Each of your accounts  and 
devices should have a unique 
password that hasn’t been 
used  anywhere else.”
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Help Us Out And We’ll Give You A Brand-New 
Kindle Fire For Your Trouble

We love having you as a customer and, quite honestly, wish we had more like 
you! So instead of just wishing, we’ve decided to hold a special “refer a friend” 
event during the month of October.

Simply refer any company with 10 or more computers to our office to receive a 
FREE computer network assessment (a $397 value). Once we’ve completed 
our initial appointment with your referral, we’ll rush YOU a free Kindle Fire of your 
choice as a thank-you (or donate $100 to your favorite charity ... your choice!).

Simply call us at 602-776-9600 or
e-mail us at gabriela@santractechnologies.com with your
referral’s name and contact information today.
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Holding Your Team Accountable
Leaders often fail to hold their team 
accountable. During research for 
our book, Powerscore, we found 
that only 8% of leaders are good 
at holding people accountable. 
One of the main reasons that 
leaders fail in this area is that 
when it’s done wrong, it makes 
things more difficult for everyone.

Here’s an example: I was giving 
a keynote speech at a Fortune 
conference a few years back and 
asked the audience, “How many 
of you have goals for your teams 
that are written down?” Only 10% 
raised their hands. Failure to 
write down goals opens the door 
for confusion. It becomes nearly 
impossible to hold someone 
accountable for delivering a 
result when you have failed to 
articulate what you’re looking for.

In order to hold your team 
accountable, you need to be 
specific with goals and use 
numbers that others provide to 
measure performance. When 
I was still a young CEO with 
ghSMART, I struggled to hold a 
consultant accountable. She was 
brilliant and had great technical 
skills but failed to call clients 
proactively and didn’t follow up 
with them. Many clients did not 
ask for her to come back as their 
trusted advisor.

I called her into my office and 
told her that she needed to work 
on her client relationships. She 
disagreed and stated that her 
clients loved her work. I said, 
“Well, one client told me that 
although he values your work, he 
feels you treat him like ‘processed 
cheese’ and that you rush to 
finish projects with him and then 
you move on to your next client 
project.” She said that her work 
spoke for itself, and the meeting 
abruptly ended.

This was a huge failure on my 
part as I failed to set specific, 
mutually agreed upon goals and 
used vague wording. I talked 
about this with a mentor, and 

he said, “Make sure you have 
clear goals, in writing, so your 
consultants know what ‘great’ 
looks like. Then have somebody 
other than you collect data on 
their performance. Then you can 
sit down as a coach to review 
their results vs. their goals.”

It was great advice that I 
immediately put into practice. 
When you properly hold people 
accountable, high performers will 
know they are performing, and 
they will keep doing what they 
are doing. And lower performers 
will know they are not performing 
well, long before anybody has 
to sit them down to have a 
conversation.
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Client Spotlight:
With the holidays right around the corner Graphic Ideals can be your one print shop for any project need.

The experts at Graphic Ideals use their print, graphics, and documentation experience to create documents that work for all 
businesses, no matter the industry. Because they tailor solutions to the client, they can produce high-quality, unique print materials 
that work best for the needs of each business, while staying within budget constraints. We are confident that the experienced 
professionals at Graphic Ideals can find a printing solution that will meet your business needs.

SanTrac Technologies provides Graphic Ideals with SanTrac DataProtec Backup Recovery and  Office 365 email. Would you like 
your company highlighted here in our “Client Spotlight”? Then give us a call today at 602-776-9600.
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LEAVE AN IMPRESSION ON YOUR EMPLOYEES AND 
CUSTOMERS WITH THE PROPER GRATITUDE
How many times do you thank people every day? When a customer 
buys a product or service from you, you probably say, “Thanks for 
shopping with us. Please come again!” When a team member completes 
a task or helps out in any way, you probably also thank them. But are 
your thanks to customers and co-workers being received as well as 
you hope? In a time when competitors are right down the street and 
employees are looking for a company culture that suits their needs, 
gratitude becomes ever more critical.

It’s essential that you work on your thanking skills, so your gratitude is 
well received. You can do three things when thanking someone to make 
sure your appreciation leaves an impression: always use their name so 
that they feel personally acknowledged, include what you are specifically thanking someone for and thank people 
as soon as possible. When your thanks are personalized, specific, and prompt, they mean much more to the 
person receiving them.

MAKE YOUR MEETINGS MORE PRODUCTIVE
You’re probably in meetings every day if you’re a business owner.  They can quickly become time-consuming if there 
is not a solid plan  beforehand. If you are always leading meetings, here are a few things you can do to ensure they 
are as productive as possible.

     •  Invite only the necessary individuals and teams to the meeting. There’s no point in having every employee 		
        attend every meeting.

     •  Create an agenda to keep your meeting from coming off the rails. Send the agenda to the relevant people   	
        before the meeting and make it conversational, with a step-by-step plan.

     •  Set a start and end time to keep your day on track. This will tell your employees that you believe their time 	        	
        is valuable.

     •  Set the time for the meeting when everyone will be alert and ready to discuss the topic at hand. Also, utilize a 	
        note keeper so your team can reflect later on what was discussed in case they miss something.

     •  Set deadlines and create an action plan for your team during the meeting. This sets up accountability so you 	
        can ensure everyone will pay attention and play their part.

Micro-Articles
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Don’t Let This Destroy Your Business
Malware can be a confusing word. It covers a lot of 
different things, including viruses, worms, spyware, 
ransomware, Trojan horses and more. Malware in any 
form can destroy data, take control of your computer 
and cause major headaches.

Most small businesses aren’t equipped to handle 
a devastating malware attack. Even a simple virus 
corrupting your hard drive can set you back a few 
days, and that’s only if you act quickly to contain and 
eliminate it. Some forms of malware, including those 
that scan and steal data from your systems, can end 
up destroying your
business entirely.

Websites and networks are attacked every single 
day. By some estimates, there is a cyber-attack every 
25 minutes – a number that increases in frequency 
every year. The best thing you can do is educate 
your employees about the dangers of malware and 
prepare your business for an attack. 
- Small Business Trends, 10/12/2019

3 TELLTALE SIGNS YOUR COMPANY CULTURE 
IS TOXIC
1. There’s a high turnover. If your business is a 
revolving door of employees, you’ve got a big (and 
very costly) problem. A high churn rate is a clear sign 
your company culture is broken. It’s almost always a 
top-down issue: management needs to ask themselves 
what they are doing wrong. If it’s not fixed, it can 
destroy a company.

2. Everyone’s confused. Communication is key, and 
when management can’t clearly communicate strategy 
or they manage behind closed doors, employees suffer. 
It can lead to serious mistrust between employees and 
management, and projects are prone to falling apart.

3. Management is purely reactive. When an employee 
makes a mistake, punishment isn’t the answer. Ideally, 
it should be a learning opportunity. When managers 
swiftly react, and suddenly there’s a bunch of closed-
door meetings, this equals stress for everyone else. 
If it gets to the point where employees don’t bring up 
problems with the management team, this means there 
is a complete lack of trust and employees fear the 
backlash. 
- Inc., 10/20/2019
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